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GPA Global Privacy and Data Protection Awards 2025
Entry Form
To submit an entry to the GPA Global Privacy and Data Protection Awards, please complete and email this form to secretariat@globalprivacyassembly.org no later than 16 June 2025. 
Note: GPA member authorities can submit as many entries as they wish, but a separate form should be used for each different entry, submitted by the deadline above. 
Languages: The GPA documentation Rule 6.2[footnoteRef:2] applies. [2:  GPA Rules and Procedures, Rule 6.2 ‘Assembly documents’:
Without prejudice to section 4.2, Assembly documents, including accreditation and observer applications may be submitted in English or in another language. In the latter case, the documents shall be accompanied by an English version. Members with the ability and the resources to do so are encouraged to translate proposed resolutions and other Assembly documents such as the Assembly Rules and Procedures.] 

	1. CONTACT DETAILS FOR THIS ENTRY

	Privacy/Data Protection Authority:
	Irish Data Protection Commission (DPC)

	
Person completing this form:
	Gráinne
	Hawkes

	
	First name
	Last name

	
Job title:
	Deputy Commissioner, Head of International Affairs

	
Email address:
	gxhawkes@dataprotection.ie



	2. ELIGIBILITY

	By submitting this entry, I confirm that (please tick all boxes to confirm): 

	☒	The Authority is a member of the Global Privacy Assembly

	☒	The initiative described in this entry was undertaken before 16 June 2025.

	☒	I am aware that the information in the entry (other than the contact details in 1(a) above) will be publicised by the GPA Secretariat.



	3. CATEGORIES

	Please indicate which category you wish to enter.
Please tick one; please use a separate form for each category you wish to enter:

	☒	Education and Public Awareness

	☐	Accountability

	☐	Dispute Resolution and Enforcement

	☐	Innovation

	☐	People’s Choice

	4. DESCRIPTION OF THE INITIATIVE



	a. Please provide a brief summary of the initiative (no more than 75 words)

	
	In December 2024, the Data Protection Commission (DPC) launched a “Data Protection Toolkit for Schools” dedicated to assisting schools with data protection obligations when processing children’s personal data. The DPC had identified several areas where schools, especially small primary schools with very limited resources, were experiencing data protection compliance challenges. The schools toolkit was produced to provide a data protection resource that would help ease the compliance burden whilst promoting effective protection of personal data.










	b. Please provide a full description of the initiative (no more than 350 words)

	
In 2023, the DPC consulted with a number of external organisations and management bodies in the education sector in order to gain a clearer picture of the specific concerns and challenges faced by schools which they felt merited particular attention in terms of guidance.
The DPC produced the “Data Protection Toolkit for Schools” in order to further assist schools in meeting their data protection obligations. This toolkit was specifically created to assist schools with their obligations as data controllers and to help them to comply with the General Data Protection Regulation and the Data Protection Act 2018 when processing the personal data of children. 
The toolkit contains;
1. A detailed guidance piece on different aspects of data protection law in the specific context of schools 
2. An FAQ section containing answers to questions commonly received by the DPC from the education sector 
3. An appendix containing three helpful resources for schools, namely: 
· A sample template for Data Protection Impact Assessments (DPIAs) 
· An infographic on what information to include in a Privacy Policy 
· A “checklist” for schools on how to respond to a Subject Access Request (SAR)
The toolkit stands out from the DPC’s published guidance to date as there was a focus on making the guidance sector specific and visually dynamic with infographics, templates and colourful key takeaways. 
Following the toolkit’s launch the DPC is planning to raise further awareness of this resource by running a series of information sessions targeting primary, post primary and recently/soon to be qualified teachers across Ireland in 2025.



	c. Please explain why you think the initiative deserves to be recognised by an award (no more than 200 words)

	The DPC has created an innovative and convenient resource specifically designed for the education sector. It addresses the most common and persistent data processing challenges that the sector faces year to year in plain language and with examples that were tailored to be pertinent to them. 
Given the complexities of data protection in schools, the toolkit is a valuable resource for principals, teachers, and Boards of Management nationwide to review numerous data processing concerns all within one convenient document. The toolkit offers essential guidance for schools on managing children’s data, handling access requests, and ensuring compliance, with key insights on consent, third-party data sharing, Data Protection Impact Assessments and CCTV policies.
At the forefront of the toolkit is the principle that the best interests of the child will be considered by the DPC in respect of a child’s data protection rights, taking into account their evolving capacity as they near the age of majority.
Following the toolkit’s launch in December 2024, we invited feedback from the public until 20 February. The feedback we received was extremely positive with the toolkit being described as an “excellent update” and “of huge value to schools.”





	d. Please include a photograph or image, if you wish (This will be published with your entry on the GPA website. The image can be pasted into the box below, be sent as an attachment or a link may be provided)

	
[image: \\dojfilecluster\dojshares$\dpc\Bulletin links - content\Media - temp folder\TFS\Content Images\EN\TFSSpreadsEN (1).png]
Image 1: A Section of the Toolkit’s Subject Access Request (SAR) Checklist

[image: \\dojfilecluster\dojshares$\dpc\Bulletin links - content\Media - temp folder\TFS\Content Images\EN\TFSSpreadsEN (6).png]
Image 2: The Toolkit’s Privacy Policy Infographic
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Image 3: A sample of some of the colourful key takeaway imagery throughout the Toolkit
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Images 4 and 5 above: Samples of the friendly prompts to other relevant guidance the DPC has published, seen throughout the Toolkit





	e. Please provide the most relevant link on the authority’s website to the initiative, if applicable (The website content does not need to be in English)

	
Toolkit for Schools





	f. Please provide any other relevant links that help explain the initiative or its impact or success (e.g. links to news reports or articles):

	Irish Primary Principals’ Network newsletter page 4 (6 of 32) https://issuu.com/ippn/docs/leadership_issue_137_-_april_2025
Catholic Primary School Management Association newsletter page 8 https://www.cpsma.ie/wp-content/uploads/2024/10/CPSMA-Newsletter-81_Mar_2025.pdf
DPC publishes “Data Protection Toolkit for Schools” | 19/12/2024 | Data Protection Commission
Data Protection Toolkit for Schools | Data Protection Commission
Data Protection Commissioner’s Toolkit for… | Mason Hayes Curran
Schools as Data Controllers and Data Protection Commission’s Toolkit - Trilateral Research
RDJ LLP | Data Protection Commissioner publishes Toolkit for Schools
Law Society of Ireland Gazette
Ireland: DPC publishes data protection toolkit for schools | News | DataGuidance


[bookmark: _GoBack]
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SAR Checklist

Below is a “checklist" for schools to assist them when responding to a SAR but please
nole, it is not a definitive list. Each request will have considerations that are unicue
to that request which must be taken into account.

1) We've just received a SAR - what are the first things we need to consider?

v When was the SAR
received? —)
oy goo0
be issued within
one month of the
date of veceipt.

¥ Are there any reasons why the school won't be
able to respond to the SAR within one month?

.

If not, you must ensure to meet the one month
time-frame

.

If yes, you must contact the individual to
notify them of the two-month extension and
also provide thew with a reason for the delay,
which is only permissible under very limited
circumstances e.g. either the complexity of the
request andy/ or the number of requests made by
an' individual.

ion TooLkiT Fon ScooLs

e
Z:ﬁ;;i“ aking the > IF an individual

is making a SAR
on behalf of a
child®, you should
ask yourself the
l following questions
L .

* Does that individual have a right to act on
behalf of the child? E.g. are you satisfied that
this individual is the child’s legal guardian
and should receive the child’s personal data?

*

Ave you satisfied that the individual
submitting the request is acting in the child's
best interests ? Or is the individual pursuing
another purpose or interest in seeking to
exercise these rights?

* Are you satisfied that the release of the data
to the individual would be in the child’s best
interests’? 4., would allowing the parent(s)/
guardian(s) to exercise the child’s data protection
Fights cause harm/ distress to the child in any way?

Continued

BT DPC otes that ection ) fthe Edcaton ek 1988 stte thta oo sl ensure vt parents) (ornthecseof astudert who's 18
Jers,thestucent themsoles) sl havesces t ecrds Kt the schol g tesudents educatioral rogress. T shoud o ken o
xcountuehen s SARrlates o dorumertselati o ecatonsl arogress.

5)The PC otes it a3 vt of ish -, thee et resnaion thaa grent/ gl s g he bt esress o el i
wesstereis evence o e cortary

53





image2.png
Wi is the data controller? é}%

formation about who the
' their contact details.
e dats controilers, and
icial point of contact for

You must provide i
data contralier 15 30
Schools as an entity
2hould designate 30 o
ata protection dueries:

Jou must also provide contact information for
T f schoo Data Protection Officer. if you
have ane.

What kind of persol
Processing?

a are you

You must provide inform

e information on the types of
e sonal s D
persona dataaoout academc prformarce, neats
informataon, emergency contac nformation
etc. Be clear aout all types of information you
BT o i o e B A
G e
s, fyou it e he personal dad ey

a subject themselves, you

e LD mee e

Wio wil this dataBeshared with?

What about cons

fyourschoolis rebingon concent e gl
basisfor any processing actwty, you must
make  ceat o parert/cnaren that heycan
withdraw this consent at any time, ana
You must tell them how they can do this.
Consent shouia be as easy o withdraw s ¢
w e intne ol m
wasto ge n ne {1t pace, o screo's misc
ensure hey have amechans 1 ace for
andling these requests.

i
You must inform individuals of their data

Whatrights do data subjects bave?

state if you will
personal data
whom? For exar

au must provide inaivigusls with

{oformation about the rech

y persena aatayou S g

11 other words, you have to cleary @5
be disciosiog this

o anjone, and if 50,0

e, angther public

o ivority, agency or other bod.

nts of

‘Will this personal
outside the EEA?

You must inform individuals if their

— by any third party sei

school might use.

You also must provide details on the
safeguards being applied to protect this

personal da

Are you profilin
o
decttionst T e
You need to tell ind
il ing viduals if your school wi
precessngter pezona catato e
make any automated decisions aoout e, and
ot impact his wil have onthem.

Processing is “aLitomat

ted” where it Is carried
L aitis carried
m;(:v:‘::gﬁgr;m;q ntervention and where it 2
prodces legal ffecs orsgnificaly affects an

Indwiduals have the
ave right te rot be g7
decion base sy o oyt preccesng

a be transferred

personal data is gaing o be transfer

o be transferred

outside the EEA, either by your school or
vice providers your

Dara Prorecnion Toor ror ScooLs

Why are you processingdata? @

You need to explain the reasons why you are
brotecsing personal data, and the legal basis you
e relying on under Artice 6 (and Atticle 8 where
Spplicable)of the GDPR. You may be raying on 1o
o ame basis, s make surc to include them all

i your school s elying o legitimate interest, you
i to explain what exactly this legitimate interest s

fyour school s elying on consent as 2 ogat bases
oy processing activty, you must make it dlear (0
_ ncento/chilaren that they can vithdrav: his canseqat
oy time, and you tust el ther hovs they can 4o this.
S eeem—

Howlong will data be KEpt for?
how long you are
and importantly, why.
might be setout

You must inform individual>
going to keep thelr datafor
B metimes the reasons for this ;
et other (avi to which schoots are subject. IS
ot to be realy clear about thes and why you
D aping data or a specfied perlod of time.
Tris information can b8 furtner explained inyour
ohools Retention Schadule that snould outline
S sifferent time periods for retainivg difterent
types of data.

g a complaint to the DPC

You must nforr indivdupls that they ove
et o lodge  complaint wih the D

2 tion Commission f they have anY

O abaut how you are pracessing el

personal data.

Maki

<o consider adding the DPC's phon® nurmber
o 3 ik to our websie in yout privacy B iy
209 ke things easier o individusts:

R





image3.png
Compliancewith
alegal obligation

around the

legal bases
for processing

onour webite,





image4.png




image5.png




image6.png




